
EXPERIENCE CERTIFICATIONS

BUGCROWD 
Pentester | 2021

- Pentest web (Domaines, API …),
- Analyse statique/Dynamique, exploitation,
- Analyse de code,
- Création de rapport d’analyse.

BPCE-IT 
Consultant sécurité IAM| 2020 - 2021

- Gestion et administration de l’IAM BPCE-IT,
- Acteur sur la mise en place et le déploiement d’IAM pour 

les comptes à fort privilèges,
- Gestion de l’Active Directory,
- Automatisation de process (Powershell).

AIRBUS CYBER DEFENSE CENTER 
Equipe Security Analyze and Remediation | 2020

- Gestion de vulnérabilité (Scan des serveurs et postes de 
travails, analyse des vulnérabilités (CVE) detectées et 
remédiation, utilisation du Framework NIST),

- Création de Dashboard dans SIEM (Splunk) basé sur les 
résultats des scans de vulnérabilités Qualys,

- Gestion de crises et analyse d’impacts.

SAFRAN
Chef de projet / Spécialiste poste de travail| 2016 – 2019

Chef de projet:
- Gestion de projet sur le déploiement de Windows 10,
- Gestion du déployement des machines « Engineering » : 

3800+ machines à migrer sur différents sites (Allemagne, 
USA, Mexique, Angleterre, Espagne, France, Maroc, Inde) 

- Offshoring d’activités en Inde
Spécialiste poste de travail :
- Déploiement de SCCM,
- Développement Web permettant l'administration de 

SCCM, ainsi que le reporting,
- Gestion de parc informatique (12 000 machines),
- Création de rapport SCCM (SQL Builder) ,
- Développement Web (.NET, PHP), PowerShell. 

STERELA
RESPONSABLE TECHNIQUE SUR UN PROJET D’ETUDE| 2016

- Développement d’une application web « WebMeteo » 
- Langages : Java, SQL, JavaScript ( JQuery, JSON ), HTML.

EC-Council Certifier Ethical Hacker

Offensive Security Web Expert (OSWE)

Splunk Fundamental 

Mitre ATT&CK : 
Foundations of Operationalizing
Foundation of Breach & Attack Simulation

DIPLÔMES

Master ‘Chef de Projets Informatique 
International’, à Toulouse,
Licence ‘Responsable de Projets Informatique’, 
à Toulouse 

COMPETENCES

Cyber Sécurité : 
Analyse de code,
Analyse de vulnérabilité,
Pentest Web (Burpsuite pro),
Pentest Active Directory (Empire…),
Création Exploit (Python, C#, java…)

Conduite de projet : 
Outils : MS-Project, Easy Redmine 
Gestion des risques 
Suivi de l’avancement projet et reporting

Systèmes d’exploitation: 
Windows 7, 8, 10.
Windows serveur 2012 ,2016
KALI Linux.

Développement: 
Python,
PowerShell,
Bash,
C, C++, C# , Java

Web: 
PHP, javascript (Nodejs), Projet .NET 
SQLServer, MySQL, J2E …

LANGUES
EN :  Lu, écrit, parlé 
FR : Langue maternelle 
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